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APPLICATION FOR OBTAINING OR REPLACING AN AUTHENTICATION TOOL

1. Client information
1.1. Client

(Individuals — name, surname; legal entities — company name)
1.2. Internet Bank username
(only for the existing Internet Bank users)

1.3. Please D change/ D assign a username for the Internet Bank (at least 6 characters):

(use only lowercase Latin letters or digits, without spaces)

|:| 1.4. Please add the Client (see paragraph 1.1.) to the existing Internet Bank username (see paragraph 1.2.) with the existing
authentication tools (If paragraph 1.4. is selected, only paragraphs 3.5. and 3.6. below must be completed in the Application).

2. Filled in by the user of the authentication tool (hereinafter - User)

2.1. Name, surname of the User

2.2.ldentity number of the User

2.3. Date of birth of the User

3. Information for obtaining an authentication tool

(to be completed in cases of connecting a new authentication tool or replacing an existing one)

3.1. Please connect: |:| a new Code calculator (Digipass)

Code calculator No.

3.2. Please connect: D a new Blue KEY (authentication solution integrated into the Internet Bank application)

(one payment or daily payment maximum limit for signing with Blue KEY - EUR 3,000,000.00 or an equivalent in another currency; if you plan to make large turnovers, we
recommend choosing a code calculator)

Please send the access credentials for Blue KEY activation to the User’s:

Mobile phone No. E-mail address

D 3.3. Please change the mobile phone No. for the current Blue KEY to a new one:

|:| 3.4. Please change the e-mail address for the current Blue KEY to a new one:

3.5. Please connect the Internet Bank in:
(select only one option)

|:| Full mode |:| Viewing mode D Editing mode

3.6. Please connect the selected authentication tool in the Internet Bank:
(select only one option)

|:| For all accounts, including any accounts opened in the future

|:| For the following accounts (IBAN):

Account No.
LV C/B/BR

Account No.
LV C/B/BR

D For 3D authentication for online purchases only, for the Payment Card Account No.:

LV C B BR
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CONTINUATION
3.7. Receipt of the code calculator (Digipass):

[ ] AttheBank
|:| By post (Latvijas Pasts, no tracking option for shipment, only in EU countries)

|:| Courier delivery (worldwide; commission fee according to the Bank’s pricelist, and the Client additionally covers actual expenses)

3.7.1. If delivery by post or courier delivery is selected, please fill in:
|:| Actual address of the Client (Merchant)

[ ] other

If you choose to receive the code calculator (Digipass) by courier delivery, please provide the recipient’s name, surname, and
phone number. This information is required by the courier for delivery:

(e.g., indicate the cardholder’s actual postal address)

3.8. | confirm that, prior to signing the Application, | have read the instructions for use of the selected authentication tool, | understand
it, agree with it and undertake to comply with it.

3.9. | hereby confirm receipt of the authentication means selected in this Application, and | am aware that the Bank will use the mobile
phone number and/or e-mail address specified by the User (if such a service is selected) to send passwords for Blue KEY initialization.

3.10. | have been informed that the Bank will use the mobile phone number and/or e-mail address provided by the User to send the
access data for Blue KEY activation.

3.11. If the receipt of the code calculator (Digipass) is selected by mail or courier, | acknowledge and accept all risks associated with the
sending/transfer of the code calculator (Digipass), including the risks related to postal delivery and courier security and delivery
times. | understand that the Bank is not responsible for any losses or other expenses incurred by the Client or third parties that may
arise due to delays in issuing the code calculator (Digipass) and/or Card, its loss, damage, or misuse, including disclosure of
confidential information or other circumstances beyond the Bank’s control.

4, Client / User”
4.1.Name, surname
4.2.Signature 4.3. Code calculator (Digipass) key or Blue KEY (S)
4.4, Place of signature 4.5. Date
(country, city) dd/mm/yyyy

" Ignore this section if the document has been prepared in accordance with the applicable laws and regulations regarding the execution of electronic documents and signed with a
secure electronic signature.

If the document is signed with the authentication tool provided by the Bank, please fill out the following section fields: “Name, surname”, “Code calculator (Digipass) key or Blue KEY
(5)", “Date”.

Approved on 15.09.2025. | Valid as of 17.09.2025. | T1/B2.1-3047/06 | Page 2 of 2




	client_name: 
	username: 
	Check Box 77: Off
	Check Box 79: Off
	Check Box 80: Off
	Check Box 81: Off
	Check Box 78: Off
	username2: 
	username3: 
	user_name_surname: 
	user_pk_birthday: 
	user_doc: 
	new_digipass: Off
	mob_digipass 1: Off
	mob_tel_2: 
	mail: 
	mob_tel_4: 
	new_e_mail: 
	Check Box 82: Off
	Check Box 85: Off
	kont1_1: 
	kont1_2: 
	kont2_1: 
	kont2_3: 
	kont2_2: 
	kont2_4: 
	client_number: 
	date: 
	client_signature_lv: 
	signed_place_lv: 
	client_name_lv: 
	bank_name: 
	bank_name 1: 
	date2: 
	client_signature_digip_lv: 
	Check Box 88: Off
	Check Box 91: Off
	new_e_mail 2: 
	new_e_mail 3: 


